
Parent Module  JAR Vulnerability Severity Current Fix by us
com.haulmont.addon.saml:saml-addon-global:0.5.2 org.apache.velocity:velocity-engine-core:2.0 CVE-2020-13936 High velocity-engine-core:2.4.1 & velocity-engine-scripting:2.4.1
com.haulmont.addon.saml:saml-addon-global:0.5.2 org.apache.velocity:velocity-engine-core:2.0 CVE-2021-29425 Medium velocity-engine-core:2.4.1 & velocity-engine-scripting:2.4.1
com.haulmont.addon.saml:saml-addon-global:0.5.2 org.apache.velocity:velocity-engine-core:2.0 CVE-2024-47554 Medium velocity-engine-core:2.4.1 & velocity-engine-scripting:2.4.1
com.haulmont.addon.saml:saml-addon-global:0.5.2 commons-httpclient:commons-httpclient:3.1 CVE-2012-5783 Medium NONE
com.haulmont.addon.saml:saml-addon-global:0.5.2 commons-httpclient:commons-httpclient:3.1 CVE-2020-13956 Medium NONE
com.haulmont.addon.saml:saml-addon-global:0.5.2 bcprov-jdk15on-1.64 CVE-2020-15522 Medium org.bouncycastle:bcprov-jdk18on:1.80
com.haulmont.addon.saml:saml-addon-global:0.5.2 bcprov-jdk15on-1.64 CVE-2023-33202 Medium org.bouncycastle:bcprov-jdk18on:1.80
com.haulmont.addon.saml:saml-addon-global:0.5.2 bcpkix-jdk15on-1.64 CVE-2023-33202 Medium org.bouncycastle:bcpkix-jdk18on:1.80
com.haulmont.addon.saml:saml-addon-global:0.5.2 bcprov-ext-jdk15on-1.60 CVE-2023-33202 Medium org.bouncycastle:bcprov-ext-jdk18on:1.80
com.haulmont.addon.saml:saml-addon-global:0.5.2 commons-beanutils-1.9.3 CVE-2025-48734 High commons-beanutils:commons-beanutils:1.11.0
com.haulmont.addon.saml:saml-addon-global:0.5.2 commons-beanutils-1.9.3 CVE-2019-10086 High commons-beanutils:commons-beanutils:1.11.0
com.haulmont.addon.saml:saml-addon-global:0.5.2 esapi-2.2.0.0.jar CVE-2022-24891 Medium org.owasp.esapi:esapi:2.4.0.0
com.haulmont.addon.saml:saml-addon-global:0.5.2 esapi-2.2.0.0.jar CVE-2022-23457 Critical org.owasp.esapi:esapi:2.4.0.0
com.haulmont.addon.saml:saml-addon-global:0.5.2 xmlsec-1.5.8 CVE-2021-40690 High org.apache.santuario:xmlsec:2.2.6
com.haulmont.addon.saml:saml-addon-global:0.5.2 xmlsec-1.5.8 CVE-2023-44483 Medium org.apache.santuario:xmlsec:2.2.6
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-config-4.2.13.RELEASE CVE-2022-22978 Critical org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-config-4.2.13.RELEASE CVE-2021-22112 High org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-config-4.2.13.RELEASE CVE-2020-5408 Medium org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-core-4.2.13.RELEASE CVE-2022-22978 Critical org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-core-4.2.13.RELEASE CVE-2021-22112 High org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-core-4.2.13.RELEASE CVE-2020-5408 Medium org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-web-4.2.13.RELEASE CVE-2022-22978 Critical org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-web-4.2.13.RELEASE CVE-2021-22112 High org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 spring-security-web-4.2.13.RELEASE CVE-2020-5408 Medium org.springframework.security:5.5.8
com.haulmont.addon.saml:saml-addon-global:0.5.2 xercesImpl-2.12.0 CVE-2022-23437 Medium commons-beanutils:commons-beanutils:1.11.0
com.haulmont.addon.saml:saml-addon-global:0.5.2 xalan-2.7.2.jar CVE-2022-34169 High com.haulmont.addon.saml:saml-addon-global:0.5.3
com.haulmont.addon.saml:saml-addon-global:0.5.2 serializer-2.7.2.jar CVE-2022-34169 High com.haulmont.addon.saml:saml-addon-global:0.5.3

bom com.haulmont.cuba:cuba-global:7.2.22 commons-compress-1.21 CVE-2024-25710 Medium org.apache.commons:commons-compress:1.27.1
bom com.haulmont.cuba:cuba-global:7.2.22 commons-compress-1.21 CVE-2024-26308 Medium org.apache.commons:commons-compress:1.27.1
bom com.haulmont.cuba:cuba-global:7.2.22 commons-lang3-3.17.0 CVE-2025-48924 Medium org.apache.commons:commons-compress:1.27.1

 com.haulmont.cuba:cuba-global:7.2.22 spring-core-5.3.39 CVE-2024-38820 Medium NONE
 com.haulmont.cuba:cuba-global:7.2.22 spring-web-5.3.39 CVE-2016-1000027 Critical NONE
 com.haulmont.cuba:cuba-global:7.2.22 spring-web-5.3.39 CVE-2024-38820 Medium NONE

de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 junit-4.12 CVE-2020-15250 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 jline-2.14.6 DCVE-2023-50572 Medium org.jline:jline:3.29.0
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-antlr-1.9.13 CVE-2020-1945 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-antlr-1.9.13 CVE-2021-36373 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-antlr-1.9.13 CVE-2021-36374 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-junit-1.9.13.jar CVE-2020-1945 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-junit-1.9.13.jar CVE-2021-36373 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-junit-1.9.13.jar CVE-2021-36374 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-launcher-1.9.13 CVE-2020-1945 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-launcher-1.9.13 CVE-2021-36373 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-launcher-1.9.13 CVE-2021-36374 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-1.9.13 CVE-2020-1945 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-1.9.13 CVE-2021-36373 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 ant-1.9.13 CVE-2021-36374 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-ant-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-cli-commons-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-console-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-datetime-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-docgenerator-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-docgenerator-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-groovysh-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-jmx-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-json-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-jsr223-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-macro-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-nio-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-swing-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-test-junit5-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-test-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-testng-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2012-6708 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2015-9251 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2019-11358 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2020-11022 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2020-11023 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 groovy-testng-2.5.4 CVE-2020-17521 Medium org.codehaus.groovy Version 3.0.21
de.diedavids.cuba.runtimediagnose:runtime-diagnose-global:1.5.0 org.testng:testng:6.13.1 CVE-2020-7656 Medium org.codehaus.groovy Version 3.0.21


